
Is your IT environment safe? 
 Use our solution to find out! 

A full spectrum solution from vulnerability detection to response 

KDDI VAPT Solution 
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 Smooth transition from diagnosis to response 

 Done by Specialists 

    Performed by specialists in security, servers and networks 
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We will strengthen your company’s system! 



 

 

 

Security 

Inquiries 

Effective security requires extensive knowledge and ability to respond 

For global security, choose KDDI 

Security to protect your company’s bottom line 

Applications Server/Storage 

Network IoT  

Endpoints   

Solution contents 

KDDI 
Specialists 

Items Basic Optional 

Kick-off meeting 〇 

Tool tests (2 times) 〇 

Reports (2 times) 〇 

Remediation meetings 〇 

IP addresses (128 or less) 〇 

IP addresses (more than 128) 〇 

Remediation actions 〇 

Penetration tests 〇 

Up to 50% OFF!!  

On sale! 

April 50%off   

     May 37%off   
          June 25%off 
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